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1. Overall Description:
[bookmark: _GoBack]SA3 would like to thank SA2 for their LS S3-201529/ S2-2004385 on architectures for access to SNPNs using credentials owned by an entity separate from the SNPN, SA3 has discussed the architecture for AAA server functionality to enable primary authentication in the SNPN, and provide following feedbacks: 
SA3 has discussed in S3-200821 before, and SA3 has agreed to provide a NF for NSSAA related services, i.e., execution of the NSSAA procedures using SBA services with the AMF and translating them to AAA protocols towards the AAA-S/AAA-P. 
[bookmark: OLE_LINK97]SA3 understands that primary authentication between SNPN and the separate entity, i.e. AAA server functionality is similar with the agreed security requirement for NSSAA related services, and there will be multiple options to meet this requirement, e.g. define an independent NF to provide primary authentication service, or define an isolated authentication function with entity separate from the SNPN in AUSF, SA3 will further study the specific security requirement for primary authentication between SNPN and AAA server functionality.

2. Actions:
To RAN2 groups.
ACTION: SA3 kindly requests SA2 to take the above information into account.

3. Date of Next TSG-SA WG3 Meetings:
SA3#100Bis-e	                	12-16 Oct. 2020				                  eMeeting
SA3#101-e			9-20 Nov. 2020					     eMeeting


